Week 7 journal

Societe General

**Data Retention**

We have developed an SG Records and Information Management Program.   As part of that larger program we maintain policies and procedures that outline how records and the data associated with records, which can include Personal Information, should be maintained.

**Data storage**  
CV Catcher, in its capacity as data controller, keeps the personal data only for the time of analysis and transfer to the recruiter’s information system.

5. How long does Societe Generale Private Banking store personal data? Societe Generale Private Banking stores personal data only as long as necessary to fulfil the purpose for which the data were collected. Storage periods vary according to the end purpose of each processing operation and the country of operation. The storage period is set by Societe Generale Private Banking in accordance with national legal and regulatory obligations, and in our legitimate interests, where applicable. These periods are indicated in the General Terms and Conditions provided to clients when they open their bank account. Some data are retained for evidentiary purposes in the course of pre-disputes or ongoing disputes, subject to local regulations.

1. <https://americas.societegenerale.com/en/privacy-notice/>
2. <https://careers.societegenerale.com/en/privacy-policy>
3. <https://webadmin.societegenerale.com/fileadmin/user_upload/SGPB/PDF/FAQ_GDPR_EN_Final__002_.pdf>

IBM

We retain any contractual relationship information for administrative purposes, legal and regulatory retention requirements, defending IBM rights, and to manage IBM's relationship with you. The information that is provided in a supplementary privacy notice may provide more detailed information on applicable retention terms.

When personal information is no longer needed, we have processes in place to securely delete it, for example by erasing electronic files and shredding physical records.

**Children**

Unless otherwise indicated, our websites, products, and services are not intended for use by children under the age of 16.

Chapter 5. How long is the metadata kept Information is provided about the retention periods for the metadata that is collected to provide storage services and to improve storage services. When you add storage systems, asset, configuration, capacity, and performance metadata is collected about the storage systems. The metadata is collected and retained to provide and improve the analytical and monitoring services that IBM Storage Insights offers. For example, the metadata is analyzed to present key capacity and performance metrics and for detecting and investigating capacity and performance trends. The metadata is also used to show capacity savings, predict capacity shortfalls, and to provide reclamation and tiering recommendations. As the metadata is collected, the aggregation level of the metadata changes. For asset, configuration, and capacity metadata, over a 24-month period, the aggregation levels of the metadata change from daily, to weekly, to monthly based on the age of the metadata. For performance metadata, over a 52-week period, the aggregation levels change from sample, to hourly, to daily based on the age of the performance metadata. In effect, a more granular view of new metadata is provided and a less granular view of aged metadata is provided. The following table lists the aggregation levels for asset, configuration, and capacity metadata based on the age of the data that is collected: Table 1. Asset, configuration, and capacity metadata Aggregation level Metadata age Daily 12 weeks Weekly 24 weeks Monthly 24 months The following table lists the aggregation levels for performance metadata based on the age of the data that is collected: Table 2. Performance metadata Aggregation level Metadata age Sample 2 weeks Hourly 4 weeks Daily 52 weeks Based on the collection date, metadata is retained for up to two years. Note: If you subscribe to IBM Storage Insights Pro and cancel your subscription, you'll still be able to use IBM Storage Insights. The metadata from IBM Storage Insights Pro is retained. How long are diagnostic data packages kept Typically, diagnostic data is automatically deleted from IBM Enhanced Customer Data Repository (ECuRep) 30 days after the ticket is closed. For information about the retention of data in ECuRep, see the IBM terms of use for Exchanging diagnostic data with IBM. Blue Diamond Enhanced Secure Support uses a secure, dedicated portal for diagnostic data packages. For more information about diagnostic data and Blue Diamond, contact the Blue Diamond team at the Blue Diamond registration page. © Copyright IBM Corp. 2017, 2021 11 Related tasks Requesting the deletion of personal information To delete the minimal personal information that was stored to provide you with monitoring and support

1. <https://www.ibm.com/us-en/privacy>
2. <https://www.ibm.com/docs/en/SSQRB8/com.ibm.spectrum.si.doc/IBM_Storage_Insights_Security_Guide.pdf>

Tesco

We won't keep your personal data longer than we need to. In most circumstances, this means we won't keep your personal data for more than 7 years after the end of your relationship with us. For certain data sets, we have the following specific retention periods:

* Tesco Pharmacy customer records will be deleted 10 years after the end of your relationship with us.
* Information about purchases and the payment information relating to those purchases might be kept for up to 7 years after the transaction to allow us to investigate fraud and handle legal claims.
* Customer complaints and feedback will be deleted 4 years after the date of the last communication.
* Information you submit when participating in research panels/market surveys will be deleted 3 years after its creation.
* CCTV data will be kept no longer than 1 month after its creation.
* Health and safety records (for example, incident reports) will be deleted 7 years after their creation.
* Where your personal data is needed because of a serious dispute (such as litigation) or investigation, your personal data will be deleted 7 years after the matter is closed.

## **How long we use personal data for**

We will not keep your personal data longer than we need to, how long this is depend on several factors, including:

* Why we collected it in the first place;
* How old it is;
* Whether there is a legal/regulatory reason for us to keep it;
* Whether we need it to protect you or us.

1. <https://www.tesco.com/help/privacy-and-cookies/privacy-centre/privacy-policy-information/privacy-policy/>
2. <https://www.tescoplc.com/services/privacy-and-cookies-policy>

Agric bank China

How we store and protect the Personal Information of personal information subjects

I. Our Storage of The Personal Information of Personal Information Subjects

1. The Personal Information we collect and generate within the People’s Republic of China will be stored within the People’s Republic of China. However, subject to the authorization or consent from you and personal information subjects, the Personal Information of personal information subjects may be transferred outside the People’s Republic of China for the purpose of processing cross-border business, in which case we will comply with the relevant laws, regulations and regulatory rules and take effective measures to protect such Personal Information. For example, before the transfer of cross-border data, we will require overseas institutions to keep the information of personal information subjects confidential by means of execution of agreements, verification or other measures.

2. We will limit the maximum retention periods of Personal Information of personal information subjects and relevant logs to the extent required by laws and 17 / 31 regulations and as necessary for the purpose of this Policy only. Upon the expiration of such retention periods, we will delete or anonymize the Personal Information of the personal information subjects. For example, as for mobile phone number, we need to retain personal information subjects’ mobile phone numbers during their use of our mobile banking platform services so as to ensure their normal use thereof, and we will delete the information after personal information subjects cancel the mobile bank account.

* 1. <https://www.abchina.com/en/AboutUs/PrivacyPolicy/CorporateCustomers/CorporateCustomers/202009/W020220402659376630249.pdf>

BASF

## CHILDREN

We do not knowingly collect personal information from children under the age of 16 through our Websites. If you are under 16, please do not give us any personal information.  We encourage parents and legal guardians to monitor their children’s Internet usage and to help enforce our Privacy Policy by instructing their children to never provide personal information without their permission.  If you have reason to believe that a child under the age of 16 has provided personal information to us, please contact us at [Privacy.Team.BASF.Corp@BASF.com](mailto:Privacy.Team.BASF.Corp@BASF.com), and we will endeavor to delete that information from our databases.

BASF offers opportunities for children under the age of 16 to learn more about science and participate in in-person activities.  BASF will collect personal information if a child visits one of our facilities and to coordinate in-person activities, such as educational programs and outreach events, for administrative, security, and safety purposes.  We will only collect such information directly from a parent or guardian and only retain that information for as long as necessary for the specific activity and as required by law

#### c. Storage period

The data will be deleted as soon as they are no longer necessary for the purpose for which they were collected. In the case of the collection of data for the provision of the website, this is the case when the respective session is ended. In the case of storage of the data in log files, this is the case after seven days at the latest. Storage beyond this period is possible. In this case, the IP addresses are anonymized by deleting the last eight bits, so that an identification of you is no longer possible.

#### c. Storage period

The personal data of the person concerned will be deleted or made unavailable as soon as the purpose of the storage does no longer apply. Furthermore, data may be stored if this has been provided for by the European or national legislator in EU regulations, laws or other regulations to which the person responsible is subject. Data will also be deleted or made unavailable when a storage period prescribed by the above-mentioned provisions expires, unless there is a need to continue storing the data for the purpose of concluding or fulfilling a contract.

In case of a consent, you have the right to revoke such consent at any time, without affecting the lawfulness of the processing carried out on the basis of the consent until revocation. Please inform your respective contact partner at our company.

Note: cookies storage table in link 2

**. Storage period**

The chat record and its associated metadata will be deleted or blocked as soon as the purpose for which it was stored ceases to apply. Furthermore, data may be stored if this has been provided for by the European or national legislator in EU regulations, laws or other regulations to which the person responsible is subject. Data will also be deleted or made unavailable when a storage period prescribed by the above-mentioned provisions expires, unless there is a need to continue storing the data for the purpose of concluding or fulfilling a contract.

In case of a consent, you have the right to revoke such consent at any time, without affecting the lawfulness of the processing carried out on the basis of the consent until revocation. Please inform your respective contact partner at our company about this.

## Data protection for minors

This website is intended for persons who are at least 18 years old. If a minor submits personal data via this website, we will delete this data and not process it further as soon as we become aware of this fact.

1. <https://www.basf.com/us/en/legal/data-protection.html>
2. <https://products.basf.com/global/en/legal/data-protection.html>

Bank of America

VII. DATA PROCESSING AND RETENTION

The processing of Personal Information is carried out with the aid of manual and electronic tools. EMPLOYEE AND CONTRACTOR DATA PROTECTION NOTICE US – Acknowledge ©2022 Bank of America Corporation December 2022 4 Collection, use, disclosure, transfer and other processing, including storage, of Personal Information may be by electronic or manual means, including by hard-copy or soft-copy documents or other appropriate technology. The Company maintains an automated record of the Personal Information of the Employee. The Company maintains these records in a secure environment including in the Company’s HR Information System, other Employee tracking systems, and other Company case management systems (background screening, physical access, incident management, etc.). Personal Information may be stored in an Employee’s or Contractor’s home jurisdiction and/or other jurisdictions in which the Company has operations. The Company will maintain Personal Information for as long as it is required to do so by applicable law(s) or for as long as necessary for the purpose(s) of use and processing in Section II, whichever is longer (“the retention period”). Any maximum storage term set forth by applicable law will prevail. The Company will delete Personal Information after the applicable retention period. The retention periods for each type of data and jurisdiction are outlined on the Global Records Retention Schedule found on the Global Records Management page on Flags cape. Retention requirements are available upon request for new Employees and Contractors who do not yet have access to the internal site. The criteria used to determine our retention periods include: • As long as we have an ongoing relationship with the Employee or Contractor; • As required by a legal obligation to which we are subject; • As advisable in light of our legal position (such as in regard of applicable statutes of limitations, litigation, or regulatory investigations). • The time period necessary to achieve the purpose of use and processing.

VII. DATA PROCESSING AND RETENTION

The processing of Personal Information is carried out with the aid of manual and electronic tools. Collection, use, disclosure, transfer and other processing, including storage, of Personal Information may be by electronic or manual means, including by hard-copy or soft-copy documents or other appropriate technology. The Company maintains an automated record of the Personal Information of the Applicant. The Company maintains these records in a secure environment including in the Company’s HR Information System, other Applicant tracking systems, and other Company case management systems (background screening, physical access, incident management, etc.). Personal Information may be stored in an Applicant’s home jurisdiction and/or other jurisdictions in which the Company has operations. The Company will maintain your Personal Information for as long as it is required to do so by applicable law(s) or for as long as necessary for the purpose(s) of use and processing in Section II, whichever is longer (“Initial Retention Period”). If your application is unsuccessful your Personal Information will be retained for an Initial Retention Period of four years from last contact date. Any maximum storage term set forth by applicable law will prevail. The Company will delete Personal Information after the applicable retention period. If your application is successful, your application is retained as part of your personnel record

1. <https://careers.bankofamerica.com/content/dam/careers/edpn/US_EDPN_CDPN.pdf>
2. <https://careers.bankofamerica.com/content/dam/careers/privacynotice/RDPN_US.pdf>

Costco

Biometric data

* Retention Considerations Information that is associated with your account will be retained for a reasonable period not to exceed 6 months if you do not purchase glasses. Measurements used to create eyeglasses purchased are stored as part of that transaction for the period required by law

Sensitive data

* Retention Considerations Information that is associated with your account will be retained for the length of time for which you are a member, plus a reasonable period thereafter, as determined by the criteria listed above. If you use features that rely on precise geolocation information, that information is disposed immediately when no longer in use
* Retention Considerations: Commercial Information that is associated with your account will be retained for the length of time for which you are a member, plus a reasonable period thereafter, as determined by the criteria listed above
* Retention Considerations: Information that is associated with your account will be retained for the length of time for which you are a member, plus a reasonable period thereafter, as determined by the criteria listed above. If you change information associated with your preferred payment method, we will dispose of the outdated information
* Retention Considerations: Identifiers that are associated with a member account will be retained for the length of time for which you are a member, plus a reasonable period thereafter, as determined by the criteria listed above

Internet info

* Retention Considerations: We dispose of this information on a regular basis, when no longer reasonably necessary for a business purpose

Employment

* Retention Considerations: This information is typically retained for the length of time you are listed on the account

Inferences

* Retention Considerations: Information that is associated with your account will be retained for the length of time for which you are a member, plus a reasonable period thereafter, as determined by the criteria listed above

Information concerning minors.

We do not direct the Services to individuals under the age of eighteen (18). We do not knowingly collect personal information from individuals under 18 except as provided to us to make travel reservations, fulfill a prescription in the pharmacy, provide services in the optical department or hearing aid department or as part of our legal or risk management inquiries.

1. <https://www.costco.com/privacy-policy.html>

BMW

**How long do we store your data for?**

We store your personal data only for as long as the relevant purpose requires it. If data is processed for multiple purposes, the data will be automatically deleted or stored in a form that cannot directly be traced back to you, as soon as the last specified purpose has been fulfilled.

We may retain and use your personal information in accordance with our records retention schedule, as required or permitted by law, to comply with our legal obligations, to resolve disputes, and to enforce our agreements. We also retain your information as needed to provide Services to you and while you maintain an account with us.

minors

Our Services are not intended for children under the age of 13. We do not knowingly collect or use any personal information from children under the age of 13. We do not knowingly allow children to order our products, communicate with us, or use any of our online services. We do not knowingly sell the personal information of consumers under 16 years of age.

If you become aware that a child has provided us with personal information, please contact us at [bmwprivacy@bmwusa.com](mailto:bmwprivacy@bmwusa.com) or write to BMW of North America, Privacy Office, PO Box 1227, Westwood NJ 07675-1227. We will take reasonable measures designed to delete the information as required by applicable law and to not use such information for any purpose, except where necessary to protect the safety of the child or others as required or permitted by law.

## **HOW LONG DO WE STORE YOUR DATA?**

We store your personal data only as long as required for the intended purpose. If data is processed for multiple purposes, it will be deleted, or only stored in a form that cannot be directly traced back to you, as soon as no longer needed for the final specified purpose.

1. <https://www.bmw.com/en/footer/legal-notice.html#:~:text=We%20store%20your%20personal%20data,specified%20purpose%20has%20been%20fulfilled>.
2. <https://my.bmwusa.com/privacypolicy>
3. <https://my.bmwusa.com/privacypolicy#>
4. <https://www.bmwgroup.com/en/general/data_privacy.html>

### **nestle**

### **8. Data security and retention**

We use a variety of measures to keep your Personal Data confidential and secure, including restricting access to your Personal Data on a need to know basis and following appropriate security standards to protect your data.

We take every reasonable step to ensure that your Personal Data is only processed for the minimum period necessary in connection with: (i) the purposes set out in this Privacy Notice; (ii) any additional purposes notified to you at or before the time of collection of the relevant Personal Data or commencement of the relevant processing; or (iii) as required or permitted by applicable law; and thereafter, for the duration of any applicable limitation period. In short, once your Personal Data is no longer required, we will destroy or delete it in a secure manner.

### **2. Aged under 13?**

If you’re under the age of 13 we kindly ask you to wait to be a bit older to interact with us or ask a parent or guardian to contact us! We can’t collect and use your Personal Data without their agreement.

We also do not knowingly solicit or collect personal data from children under the age of 18 for the specific purposes of marketing communications.

## **These Sites and Apps are Not Intended For Children**

The sites and apps where this Privacy Policy appears are meant for adults. We do not knowingly collect personal information from children. If you are a parent or legal guardian and think your child has given us information, you can write to us or email us at the [addresses provided at the end of this Privacy Policy](https://www.nestleusa.com/privacy#Contact_Us). Please mark your inquiries “Parental Information Request.” Parents, you can learn more about how to protect children’s privacy [here](https://consumer.ftc.gov/articles/protecting-your-childs-privacy-online).

**10. How long do we keep your personal information?**  
We may store the personal information that you send to us via this website and/or our applications in our databases such as our Customer Relationship Marketing database. Your personal information will be kept by the Nestlé Group only for as long as it is reasonably necessary taking into consideration our need to answer queries or resolve problems, provide improved and new services and comply with legal requirements under applicable law(s). This means that we may retain your personal information for a reasonable period after you stop using Nestlé services or stop using this website and/or our applications. After this period, your personal information will be deleted from all systems in the Nestlé Group.  
  
We remind you that you have a right to have your personal information deleted at any time. Please see Question 6.

#### ****HOW LONG WILL YOU RETAIN MY DATA?****

We keep the data as long as necessary to satisfy our legal obligations.

Please note that any identification information provided to Us will only be processed in accordance with, and to the extent permitted by applicable laws.

## **9. How long does Nestlé keep your personal information?**

Nestlé may store the personal information that you send to us via this website in its databases such as its Customer Relationship Marketing database. Your personal information will be kept by the Nestlé Group only for as long as is reasonably necessary taking into consideration our need to answer queries or resolve problems, provide improved and new services and comply with legal requirements under applicable law(s). This means that we may retain your personal information for a reasonable period after you stop using Nestlé services or stop using this website. After this period, your personal information will be deleted from all systems in the Nestlé Group.

We remind you that we have a right to have your personal information deleted at any time. Please see **Question 5** - *How can you see, check, change or delete the Personal Information you send to us (above)?*

[Return to top](https://www.nestle-mena.com/en/info/yourdata#header)

## **10. What is Nestlé's policy on collecting data from children using our websites?**

It is highly important to protect the privacy of children on-line and encourage parents or guardians to spend time on-line with their children to participate in and monitor their e-activities.

We do not collect personal information from children under the age of 13, even with parental consent.

Retention of personal data

Nestlé will retain your personal data for as long as is reasonably necessary for your employment consideration and/or application, taking into consideration our need to answer questions or resolve problems and comply with legal requirements under applicable law(s). If you do not wish to be considered for future employment opportunities, we will delete your personal data at your request to the extent permitted by applicable law and depending on the technological capabilities and/or limitations of the applicable systems.

## **10. How long do we keep your personal information?**

We may store the personal information that you have provided us with through the various methods described in this Privacy Notice in our databases such as our Consumer Relationship Marketing database. We will only keep your personal information for as long as it is reasonably necessary taking into consideration our need to answer queries or resolve problems, provide improved and new services, respond to any claims, enforce the terms of any agreement or the terms of our website and comply with legal requirements under applicable law(s). This means that we may retain your personal information for a reasonable period after you stop using Nestlé services or stop using our websites or applications. After this period, your personal information will be deleted from all systems in the Nestlé Group.

1. <https://www.nestle.com/aboutus/businessprinciples/privacy#Q8>
2. <https://www.nestleusa.com/privacy>
3. <https://www.nestlehealthscience-me.com/en/info/privacy-policy#010>
4. <https://nestle-nespresso.com/privacy-notice>
5. <https://www.nestle-mena.com/en/info/yourdata#ed72a01159644f0d9f240bccb40318b9>
6. <https://www.nestlejobs.com/sites/default/files/documents/2021-10/2019.10.15%20Careers%20Privacy%20Notice%20%28003%29.pdf>
7. <https://www.madewithnestle.ca/privacy-policy#keep>

**Bank of China**

**Retention period**

BOC, Geneva branch will only store your personal data for as long as necessary, taking into account our obligation to respond to requests or resolve problems, to provide improved and new services and to act in accordance with applicable laws and regulations.

In particular, this means that we are entitled to keep your personal data for a reasonable period of time after you last contacted us. If the personal data we collect is no longer needed in this way, we are obliged to delete it in a secure manner subject however (i) to any applicable legal or regulatory requirements to store personal data for a longer period; or (ii) to establishing, exercising and/or defending actual or potential legal claims, investigations or similar proceedings, including legal holds, which we may enforce to preserve relevant information.

**Retention of Personal Data**  
The personal data and information provided by Data Subjects and/or the Employees and/or the Users and/or Other Individuals will not be kept longer than necessary for the fulfillment of the purposes for which the personal data and information are or are to be used at the time of the collection and for compliance with the legal, regulatory and accounting requirements from time to time.

**Retention of Personal Data**  
The personal data and information provided by Data Subjects and/or the Employees  and/or the Users and/or Other Individuals will not be kept longer than necessary for the fulfillment of the purposes for which the personal data and information are or are to be used at the time of the collection and for compliance with the legal, regulatory and accounting requirements from time to time.

1. <https://www.bankofchina.com/ch/en/bocinfo/ab6/202203/t20220314_20860156.html>
2. <https://www.bochk.com/dam/document/mbs/bnppen2021.html>

China Mobile Communication

The privacy site is under maintenance.

Kroger

Retention

Except as otherwise permitted or required by applicable law or regulation, we will retain your personal information for as long as reasonably necessary to fulfill the purposes for which we collected it or for other compatible purposes that we have disclosed.

For example:

* If you are a loyalty card member, we retain personal information related to your loyalty card account for so long as you are a customer.
* We keep CCTV footage for 45 days, unless needed for safety, security, or legal purposes.

### Retention of Personal Information

We store personal information we’ve collected from or about you:

* Where you have created an account on our website or one of our mobile applications; and
* As long as required by law or as needed to enable us to exercise our rights and perform our obligations under our applicable terms of service, including this privacy notice; and
* Long enough to enable us to contact you with recalls and other safety related information that relates to products you have bought from us

Retention of Personal Information

We store personal information we’ve collected from or about you: • Where you have created an account on our website or one of our mobile applications; and • As long as required by law or as needed to enable us to exercise our rights and perform our obligations under our applicable terms of service, including this privacy notice; and • Long enough to enable us to contact you with recalls and other safety related information that relates to products you have bought from us

Children’s Privacy

Our websites are for a general audience and are not geared toward children. We do not knowingly collect personal information from children under the age of 16 without prior consent of a parent or guardian. If you believe your child may have disclosed personal information to us, please call

1. <https://www.kroger.com/i/privacy-policy>
2. <https://www.kroger.com/i/privacy-policy/how-we-protect-your-information>
3. <https://www.kroger.com/content/v2/binary/document/info/privacy-policy_2021-1625099517516.pdf>

credit Agricole

## **HOW LONG WE KEEP YOUR DATA**

We keep Data Subjects' personal data for the duration necessary to achieve the intended purpose.

We only keep this information for the time during which we need it. This length of time depends on why we use it, such as to provide our services, to pursue our legitimate interests, to comply with our legal and regulatory obligations, or to exercise or defend our rights in court. It may also be kept or archived for statutory limitation periods.

. How we retain your personal data

Your personal data we collect and generate in the PRC will be stored in the territory of the PRC. Your personal data may be transmitted outside the PRC for the purposes and to the overseas recipients as stated in this Privacy Policy, in which case we will comply with the Data Protection Laws and take effective measures to protect your personal data. We will retain your personal data for as long as needed or permitted in light of the purpose(s) for which it is obtained and in any case will not exceed the maximum period permitted by the Data Protection Laws. The criteria we use to determine a retention period include: (i) the length of time for which we will continue the business relationship with your Related Entity; (ii) the relevant legal or regulatory obligations to which we are subject; and (iii) other legal or commercial situations which render retention necessary (such as in regard to applicable statutes of limitations, litigation or regulatory investigations). (a) Upon any of the following events specified below, we will delete or anonymize your personal data, and if it is technically difficult to do so, we will cease our processing other than storing and taking necessary security measures, except for any personal data that is required to be retained according to applicable laws and regulations, regulatory, archival, accounting, auditing or reporting requirements, special agreement between you or your Related Entity and us, or for settlement of indebtedness between you or your Related Entity and us, or for record check or enquiry from you, your Related Entity, regulators or other authorities: the purpose of the personal data processing has been or is impossible to be realized, or such personal information are no longer necessary for such purpose; (b) we have ceased to provide the relevant products or services or to carry out relevant transaction or cooperation, or the retention period has expired (whichever is later); (c) the consent has been withdrawn by you or Related Entity; or (d) as otherwise requested by competent authority.

**Data retention period**

The customer's personal data shall be kept and processed for the period necessary to achieve the intended purpose and for no longer than the periods specified in this privacy statement:

- 12 months from the placement of cookies on the user's device;

- 13 months for login data (IP address, logs, etc.)

* 1. <https://www.ca-cib.com/personal-data>
  2. <https://www.ca-cib.com/sites/default/files/2023-03/CACIB%20China%20Privacy%20Policy%20-%20EN.pdf>
  3. <https://www.credit-agricole.de/eng/footer/data-protection>

express scripts Holdings

#### RETENTION AND DESTRUCTION OF PERSONAL INFORMATION

Subject to any applicable business, legal, or regulatory requirements, we securely destroy Personal Information when it is no longer required to fulfill our services and commitments to you or to enforce our rights or meet our obligations.

#### USAGE BY CHILDREN AND ON BEHALF OF CHILDREN

Our Site is neither intended for nor designed to attract users who are under the age of 18. If you are under the age of 18, or we are not otherwise able to offer Site functionality to you because you are deemed a minor, do not use the Site. However, depending upon the Site functionality available to you, a partner, guardian, or similar legally authorized person ("Authorized Person") may register for access to the Website and use it on your behalf. Upon turning 18, we will cease providing Website access to the Authorized Person. Depending on the Site functionality available to you, we may (i) permanently disable the Authorized Person's account, (ii) require you to register for desired access to the Website, (iii) provide a notification of your options associated with the Website, (iv) request that you indicate whether the Authorized Person may continue to act on your behalf, (v) seek confirmation that you have taken over the account for access to the Website on behalf of the Authorized person, and/or (vi) otherwise communicate with you and/or the Authorized Person in accordance with applicable law, your communication preferences, your health plan's preferences, or otherwise.

We are committed to preventing the unintentional collection of Personal Information and Health Information from children under the age of 13. Any Personal Information and Health Information of a child under 13 that is provided to us must be provided by a parent or legal guardian, and not by a child under the age of 13 who is using the Site.

If you are the parent or legal guardian of a child under the age of 13 whom you have reason to believe has provided his or her own Personal Information or Health Information to us, you have the right to review and request the removal of that child's Personal Information and/or Health Information from our database. In order to request such removal, please send an e-mail to [privacy@express-scripts.com](mailto:privacy@express-scripts.com). You will be required to verify your identity as the child's parent or legal guardian in order to view their Personal Information or Health Information or have it removed.

1. <https://www.express-scripts.com/frontend/open-enrollment/uchicagoargonnellc/privacy>

Petronas

**STORAGE OF YOUR INFORMATION**

All information you provide to us is stored on our secure servers. We maintain appropriate administrative, technical and physical safeguards to protect against loss, misuse or unauthorized access, disclosure, alteration or destruction of the personal data you provide to us in accordance with applicable laws.

Where we have given you (or where you have chosen) a password which enables you to access certain parts of our site, you are responsible for keeping this password confidential. We ask you not to share a password with anyone.

**PERIOD FOR WHICH WE STORE YOUR PERSONAL DATA**

We only keep your personal data for as long as we require it in order to fulfil the purpose for which it was collected or provided to us (unless a legal obligation requires us to keep it for longer).

## Period for Which We Store Your Personal Data

We will store your personal data for no longer than is necessary for the purposes for which it was collected or provided to us (unless a legal or insurance obligation requires us to keep it for longer period such as operational, legal, regulatory, tax or accounting requirements).

Retention Principle

Is there a retention policy? (i.e. retention periods determined for storage of personal data) Is there proper disposal of personal data? Is there disposal schedule maintained? Additional retention requirements? (based on local applicable laws)

1. <https://www.petronas.com/flow/privacy-statement>
2. <https://www.petronas.com/privacy-statement>
3. <https://amplussolar.com/newAmplus/whistleblowing/policy/Guidelines_to_Privacy_Policy.pdf>